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About The Missing Link 

The Missing Link is a Microsoft Solutions partner in Infrastructure (Azure) and Modern 

Work. Our team of highly skilled technical engineers, architects and advisors have 

extensive experience in delivering Microsoft hardware, software, and cloud 

solutions, from Azure to Microsoft 365, SharePoint, Microsoft Teams and Microsoft 

Teams Phone. We are one of Australia's most awarded providers and deliver 

premium results through strong vendor relationships, a high Customer Satisfaction 

Score, and a team of 180+ local experts. 

What we offer 

The Missing Link’s Microsoft Sentinel Implementation service will get you up and running in 3-weeks so you can immediately 

start modernising your security operations centre (SOC), uncover sophisticated threats, and respond decisively all while 

eliminating the need for security infrastructure setup and maintenance.  

Approach 

The Missing Link’s Microsoft Sentinel Implementation involves integration and configuration of the following products: 

 

• Microsoft Sentinel Workspace 

• Log Analytics Workspace 

• Azure Arc 

• Microsoft 365 Defender 

• Microsoft Defender for Cloud 

• Syslog & Network Appliances 

Timeline 

The Microsoft Sentinel Consulting Services typically take 3 weeks to complete, broken into the below 5 phases: 

 

Deliverables 

The Missing Link offers a 3-week intensive program aimed at maximising your investment by quickly getting you up and 

running on Microsoft Sentinel. The deliverables are: 

 

• Information discovery and priority of security information (SIEM). 

• Define scope and high-level design (HLD) created. 

• Deploy Microsoft Sentinel and integrate Microsoft and 3rd party solutions. 

• Produce “as build” documentation. 

• Project sign off and handover. 

Modernise and streamline security operations 

with Microsoft Sentinel. 
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Why Microsoft Sentinel? 

Organisations are faced with the difficult task of trying to protect their expanded digital estate from increasing cyber-

attacks. With the move to cloud and a remote workforce, there has been a push to border estates beyond the 

boundary of a physical network. Data, users, and systems are everywhere; however the frequency and sophistication of 

attacks are ever growing. 

 

Microsoft Sentinel offers a new, modern approach to Security Information and Event Management (SIEM), entirely 

cloud-native and powered by AI and automation to help optimise security operations. Microsoft Sentinel’s cloud-native 

nature empowers you with the scale, flexibility, and speed of the cloud, while eliminating the time and money spent on 

managing infrastructure. With Microsoft Sentinel an organisation can: 

 

• Collect data for visibility. 

• Detect patterns applying analytics with AI. 

• Investigating threats and create incidents. 

• Respond with automation and perform remediation. 

• Improve their security posture. 

Terms and Conditions 

• All services are delivered under The Missing Link’s standard Terms and Conditions that are freely available from 

The Missing Link website at www.themissinglink.com.au/terms-and-conditions or by emailing your Account 

Manager. Please ensure you have read and agreed to these before accepting any statements of work or 

quotations for these services. 

• All activities are completed remotely. 

• The Missing Link’s Microsoft Sentinel Implementation Service will reduce the cyber security risk to your businesses 

by identifying and mitigating security threats, but it does not provide guarantees that comprises won’t happen. 

• The security of the on-premises infrastructure and Azure Cloud tenancy remains the responsibility of the Client. 

• The above terms and conditions are advisory only. A full list of our terms and conditions, assumptions and 

exclusions can be provided on request. 

 

 

 

What our customers are saying 
 

“The Missing Link is our go-to team for everything Microsoft related. With their support, we feel that we have the 

best protection for our business and can see how our employees are working better together and when 

working remotely now that we have the right solution in place. I’ve recommended The Missing Link in the past 

and will continue to do so in the future.” 

 
- Kristi Conacher, Director, Treysta Wealth Management Pty Ltd 
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